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March 16, 2021

Johnny Quest, Owner & Operator

X-Factor Enterprise Security

10101 Technology Way

Silicon Valley, CA 10101

Dear Mr. Quest,

This past year, X-Factor Enterprise Security has become the de facto platform for small and medium size businesses that require a focus on secure transmission of their data. While secure data transmission is critical to most companies, it doesn’t account for the type of security breaches found in small businesses. Over the last decade, the growth of Big Data has caused a large spike in the data discovery field. While this field has many different purposes that prove useful, it can also open the door for malicious behavior. Because of this, many companies exchange data without realizing the security risk and potential exposure of their customers personal information. Unfortunately, the large amounts of microtransactions involving customer information allow duplicate datasets to be captured by unauthorized users with a disturbing frequency. These unauthorized users are then able to compare other related datasets to find out new things about the exposed customer, thus violating their privacy. This scenario presents itself as a major threat to the big data community and can result in third-party entities possessing the data that the original party did not consent to. Because of this issue, our team has answered the call with a solution that can be quickly and easily integrated to your existing infrastructure.

Our product, the Epsilon-Delta Privacy Solution (ΕDPS), is based on one of the newer fields inside the machine learning community, Epsilon-Differential Privacy (εDP). Perhaps best described by Professor Christopher Brown of MIT University, “The only way to look at εDP is that it allows an analyst to know if a dataset has a noticeable impact on the outcome of a query. If not, then a user might as well contribute to that database.” To put it another way, applying εDP to a dataset shows that everything learned from that same dataset will remain unchanged whether you include yourself or not. This is only achievable with εDP. So, you might ask “what does it mean to apply εDP to a set of data?”. To put it in the fewest words possible, it is the process of taking small amounts of noise and applying it to random fields in the data. The data that the noise is applied to can ultimately be derived from the base data set or another known source. This process guarantees that your data, at least from a statistical viewpoint, doesn’t’ change much and allows authenticity verification of a single record in the dataset.

The objective of ΕDPS is to provide an easily implementable εDP solution that is comparable to flipping a coin. The coin flip approach is the most widely used variant of εDP and will be easy to scale to the needs of your large client base. ΕDPS works by reading a dataset and then asking which column views (aka fields) you want to apply εDP to. A coin flip then occurs for each value, and if heads, then the current value remains the same, and if the coin flip is tails, then the coin is flipped again. If the second flip results in heads, then the current value stays the same, and if the second flip results in tails, the value is replaced with that of another row in the same column. This method guarantees that around 25% of the dataset values are changed in the first dataset selected, with an upper bound of around 3% and lower bound roughly the same. The coin flip method can be applied to a second dataset as well, however, the second time it will be applied one nest level deeper. This will result in the second set of values being changed by about 12-13%, with an upper bound of about 1.5% and lower bound around the same percentage. When looking at a dataset overall, these changes will result in only a small change to the whole dataset. Initial tests show about 5-7% change in the overall dataset.

We understand any skepticism of our solution, but rest assured-- we reached out specifically to YOU because we are certain of your ethical commitment and dedication to customer privacy. EDPS firmly believes that by combing our services with your own you will be the among the very first providers to promote security and premium privacy to both consumer and customer markets. Over the years we have nurtured a strong reputation for creating software that is clean yet efficient, and always puts security and ethics as the top priority. We believe there is unmatched ethical value created by providing inherent data privacy. When a user subscribes to an email list or uses their real address in a form, they shouldn’t need to be worried about who will end up with this data in their hands.

Regarding the financial obligation of our privacy solution, we will need to restructure the demo we have provided to accept more robust data sets and scale it to your needs. To do this, we will break the project into two distinct phases:

1. Initial Deployment
2. Major product update to V1.0

Phase 1 will require $125,000 for developer hardware requirements and should take about 100 development hours to produce a working solution based on existing infrastructure. Phase 2 will require $125,000 and 150 development hours. We believe the upfront financial requirements will be immediately offset upon rolling out the solution, by generating over $250,000 in net income. Total time estimates but project completion at 8 weeks from the decided start date.

We are looking forward to discussing this with you further and hope to hear from you soon.

Best regards,

Joshua Gaweda, CEO EDPS

## 1.  Summary of the problem

X-Factor Enterprise Security currently offers a suite of tools that provide email and network encryption capabilities. The current problem with their suite is that they have no control of how their clients’ employees interact with data. The suite also fails to provide a tool that protects discovery of client data. By adding EDPS to it existing suite of tools, X-Factor Enterprise Security will become a full-service provider of data security.
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EDPS takes existing data and applies noise in small amounts to reduce the validity below 100%. With less than 100% validity, any discovered data cannot be guaranteed accurate. The more data available in the dataset the better the algorithm works, since there is more data to manipulate. With just a single application of εDP, each person in the dataset can have complete privacy. This is possible because there is not a statistical advantage for any person in the dataset if they are removed vs if they are not removed.

The benefit of using EDPS is it will assist in removing company liability for compromised data because of unsecure data transmission. Incredible amounts of data move all over the word every day, and the likelihood that it becomes compromised somewhere along the way is increasingly high. By applying EDPS before data transmission, it ensures that the best precautions have been taken to protect client information. This provides obvious benefits to the customer by mitigating damage in a data breach event and increasing will drive up consumer confidence. Finally, EPDS can assist with decisions regarding the sale and sharing of data and help understand how valid any purchased data is.
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